**Collaborative Discussion 2 – Summary Post – Michael Geiger**

Personal firewalls have the task of ensuring the protection of an end device, as well as blocking applications that should not be used. An issue that personal firewalls could have, is that they are not optimally set up because of security gaps or they block the intended applications of the user, which leads the user to turn off the firewall or to modify it in such a way that security gaps arise. This enables attacks in the form of adware, malware, spyware or ransomware (Herzog, 2007).

Network firewalls, on the other hand, can be divided into three sub-categories, packet-filtering firewalls, circuit-level firewalls and application-level firewalls (Noonan, 2006). They are aimed at protecting LAN (Local Area Networks). While they offer good protection when properly configured, this is often accompanied by disadvantages in terms of usability in relation to network delays (Andress, 2014). For example, proxy firewalls can reduce the flow of data and generate jitter (Hayajneh et al., 2013). In the event of a bad configuration, the connection with other desired communication partners can also be prevented (Firkhan, 2011). A compromise must therefore be found between security concerns and usability.

As noted with personal firewalls, the human factor also plays a comprehensive role. Careless use of and interference with the firewall system enable attacks and make systems vulnerable to them. Since every development of security systems arouses the commitment of attackers to circumvent this, for example through encryption or spoofing, LAN should be set up under the aspect of "Zero Trust" (Klein, 2021). It is assumed here that a network or its users are already infected and therefore they are also a potential source of danger.

It can be concluded that single firewalls do not offer sufficient protection and can only offer the greatest possible protection through a sensible combination with other security systems. The human factor plays a decisive role in relation to firewalls and their security and should be limited by companies through restrictions and internal regulations.
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